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1. [bookmark: _Hlk137646852]OBJETO
El objetivo del canal de denuncias es concienciar a todas las personas relacionadas con Gourmet Catering & Espacios, para que ante la certeza o sospecha fundada de que se esté cometiendo una conducta ilícita en el seno de Gourmet, trasladen de forma confidencial dicha comunicación, al objeto de que sea investigada. 
Su finalidad es garantizar que, de presentarse una actuación que pueda suponer un riesgo penal pueda ser tratada de forma profesional y confidencial, adoptando las medidas oportunas para proteger los intereses de Gourmet Catering & Espacios, del denunciante y asegurar el cumplimiento efectivo de la legalidad.
2. ÁMBITO DE APLICACIÓN
Gourmet Catering & Espacios pone a disposición de todos sus empleados, clientes, proveedores o terceros con relación directa y con independencia de su nivel jerárquico el canal de denuncias.
3. SISTEMA INTERNO DE INFORMACIÓN
El canal ético de información de Gourmet Catering & Espacios permite a todos sus empleados, clientes, proveedores o terceros, realizar comunicaciones por escrito a través de nuestra página web https://gourmetcatering.es/canal-etico. 
Este canal podrá ser utilizado por las personas trabajadoras, clientes, proveedores y cualquier persona con relación directa con Gourmet Catering & Espacios para comunicar cualquier conducta que consideren puede ser constitutiva de delito. 
A dicho canal ético tienen acceso directo y exclusivamente las personas que la dirección de Gourmet Catering & Espacios ha designado como personas responsables del sistema interno de información. Las personas responsables de este canal son: Maite Ucles (Directora de RRHH) y Maite Buforn (Res. de PRL).
Las personas responsables de este canal serán las encargadas de gestionar la información y tramitar los expedientes para su investigación.
Este sistema interno de información está diseñado, establecido y gestionado de forma segura, de modo que se garantiza la confidencialidad de la identidad del informante y de cualquier tercero mencionado en la comunicación, y de las actuaciones que se desarrollen en la gestión y tramitación de la misma, así como la protección de datos, impidiendo el acceso de personal no autorizado.
Se garantiza que las comunicaciones presentadas son tratadas de forma efectiva dentro de Gourmet Catering & Espacios con el objetivo de que las personas responsables del sistema interno de información sean las primeras en conocer la posible irregularidad.
Este sistema interno de información establece garantías para la efectiva protección de los informantes y de los denunciantes (garantía de confidencialidad, protección de datos personales, presunción de inocencia y al honor de las personas afectadas, etc), informando tan solo a las personas estrictamente necesarias en el proceso.
Es por ello que en Gourmet Catering & Espacios cuenta con este procedimiento de gestión para el tratamiento de las informaciones recibidas.


4. MEDIOS PARA REALIZAR LA COMUNICACIÓN
El canal interno de Gourmet Catering & Espacios permite realizar comunicaciones a través de la plataforma Happydonia por escrito o verbalmente (mediante la inserción de un audio). A solicitud del informante, también podrá solicitarse una reunión presencial dentro del plazo máximo de 7 días. En su caso, se advertirá al informante de que la comunicación será grabada y se le informará del tratamiento de sus datos de acuerdo a lo que establece el Reglamento (UE) 2016/679 del Parlamento Europeo y del Consejo, de 27 de abril de 2016.
Todos los trabajadores, clientes, proveedores o terceros pueden hacer uso del canal de denuncias a través de la siguiente dirección de correo electrónico: 
https://gourmetcatering.es/canal-etico.
La comunicación debe ser lo más descriptiva y detallada posible, facilitando de esta forma a las personas responsables del sistema interno de información la identificación de la conduta irregular y de la/s persona/s o departamento/s implicados.
A este buzón y al contenido de las comunicaciones solo tienen acceso directo Maite Ucles (Directora de RRHH) y Maite Buforn (Res. de PRL) como parte de sus funciones del control interno y cumplimiento.
Estas personas tienen atribuida la función de supervisión del canal interno impulsando las investigaciones que sean necesarias y proponer, en su caso, las medidas de remediación, prevención y concienciación oportunas.
Estas personas actúan con el máximo respeto a la confidencialidad de las comunicaciones recibidas, de las personas afectadas y de la documentación, que, en su caso, se genere.
5. CONTENIDO DE LAS COMUNICACIONES
A fin de garantizar el rigor de la investigación y la confidencialidad en el tratamiento de las comunicaciones, tienen que contener como mínimo, y según los casos, la siguiente información:
· Datos identificativos de la persona que realiza la comunicación, tales como nombre y apellidos, datos de contacto (domicilio, correo electrónico, etc) a efectos de recibir las notificaciones, solo en el caso de que la denuncia no sea anónima. Para ello, la persona denunciante aceptará el tratamiento de los datos por parte de Gourmet Catering & Espacios.
· Vinculación del interesado en Gourmet Catering & Espacios (empleado, cliente, proveedor, otros).
· Datos identificativos de la persona o personas a la que se le imputa el presunto incumplimiento normativo.
· Hecho o hechos en que consiste el incumplimiento, concretando en la medida de lo posible la vulneración de la normativa que se aprecie.
· Documentación del incumplimiento, (aportación de evidencias).
Sin perjuicio de lo anterior, para garantizar el buen funcionamiento del canal de información y proteger la intimidad del interesado, Gourmet Catering & Espacios podrá gestionar, de oficio, aquellas comunicaciones que omitan la identificación del interesado por haber efectuado de manera anónima. 

6. GARANTIAS Y MEDIDAS DE PROTECCIÓN
6.1. Confidencialidad
Gourmet Catering & Espacios garantiza la máxima confidencialidad de las comunicaciones recibidas a través del canal de denuncias, así como la identidad del interesado, que no se revelará al denunciado ni al resto de la organización sin su consentimiento. 
Todas las personas que, siempre que sea estrictamente necesario para la adecuada gestión de la comunicación, tengan conocimiento de la misma, estarán obligadas a mantener rigurosa confidencialidad de las comunicaciones en todos sus extremos, incluyendo los datos de las partes intervinientes en el proceso, en especial acerca de la identidad del interesado.
Dicha obligación de confidencialidad no será de aplicación cuando alguna de las personas responsables del canal de información se vea obligada a revelar y/o poner a disposición información y/o documentación relativa a sus actuaciones, incluida la identidad de las partes implicadas, a requerimiento de la autoridad judicial o administrativa competente.
6.2. Prohibición de represalias, garantía de indemnidad y presunción de inocencia
Queda estrictamente prohibido adoptar represalias contra cualquier persona que, de buena fe, ponga en conocimiento de Gourmet Catering & Espacios, a través del canal ético, el incumplimiento de los códigos de conducta o de la normativa interna de conducta de Gourmet Catering & Espacios, asi como contra aquellos que puedan colaborar en la investigación o ayuden a resolverla. Si la persona responsable del canal interno confirma que algún interesado que hubiera actuado de buena fe ha sido objeto de alguna medida sancionadora o represalia, los autores o responsables de estas serán objeto de investigación y, en su caso, les será aplicada las medidas disciplinarias correspondientes.
Gourmet Catering & Espacios garantizará la protección adecuada de la intimidad y de los datos personales y la preservación del honor, la presunción de inocencia y el derecho a la defensa de los denunciados, en especial en los supuestos de comunicaciones infundadas, falsas o de mala fe, frente a las que se adoptarán, en su caso, las medidas disciplinarias que correspondan.

6.3 Derecho de audiencia
En el transcurso de la investigación de la comunicación Gourmet Catering & Espacios garantizará el derecho de audiencia del interesado y del denunciado, quienes, en su caso, podrán ejercer su defensa y plantear los argumentos, alegaciones y pruebas que a su derecho convengan.



7. TRAMITACIÓN E INVESTIGACIÓN DE LAS COMUNICACIONES
7.1 Recepción y admisión de las comunicaciones 
Recepción: 
Las comunicaciones realizadas a través del canal de denuncias serán recibidas por las personas responsables del sistema interno de información, quien comunicará al interesado en el plazo máximo de 7 días desde que tenga conocimiento de su recepción, el acuse de recibo de las mismas.
A continuación, presentada la información, cualquiera de las personas responsables del sistema interno de información procederá a su registro en el sistema de gestión de la información. El sistema de gestión de la información está contenido en la base de datos Happydonia. Happydonia es una base de datos segura y de acceso restringido exclusivamente a las personas responsables del sistema interno de información. En Happydonia se registran todas las comunicaciones recibidas, que incluye los siguientes datos:
· Fecha de recepción
· Nº de solicitud
· Primera respuesta
· Origen
· Anotación interna (actuaciones desarrolladas) 
· Acciones (medidas adoptadas).
· Estado (pendiente, en curso, aceptada, rechazada o completada)
· Criticidad (pendiente, baja, media o alta)
· Tipo de denuncia (laboral, penal, mercantil u otro)
Recibida la información, en un plazo no superior a cinco días hábiles desde dicha recepción se procederá a acusar recibo de la misma, a menos que el informante expresamente haya renunciado a recibir comunicaciones relativas a la investigación. 
Admisión:
Registrada la información, las personas responsables del sistema interno de comunicación comprobarán si los hechos o conductas se encuentran dentro del ámbito de aplicación.
Realizado este análisis, las personas responsables del sistema interno de comunicación decidirán en un plazo no superior a 10 días desde la fecha de entrada en el registro de la información:
· Admitir a trámite la comunicación. La admisión a trámite se comunicará al informante dentro de los cinco días hábiles siguientes, y si la comunicación fuera anónima o el informante hubiera renunciado a recibir comunicaciones se le informará de la admisión a través de un código de denuncia de la plataforma Happydonia.
· Inadmitir la comunicación, en alguno de los siguientes casos:
· Cuando los hechos relatados carezcan de toda verosimilitud.
· Cuando los hechos relatados no sean constitutivos de infracción del ordenamiento jurídico.
· Cuando la comunicación carezca de fundamento o existan indicios racionales de haberse obtenido mediante la comisión de un delito.
· Cuando la comunicación no contenga información nueva y significativa sobre infracciones en comparación con una comunicación anterior. 
La inadmisión se comunicará al informante dentro de los 5 días hábiles siguientes, y si la comunicación fuera anónima o el informante hubiera renunciado a recibir comunicaciones se le informará de la inadmisión a través de un código de denuncia de la plataforma Happydonia.
7.2 Apertura del expediente  
Si, tras el análisis de los hechos contenidos en la comunicación, cualquiera de las personas responsables del sistema de información considera que concurren en el caso de indicios razonables de la existencia de incumplimientos, se acordará la apertura de expediente y el inicio de la correspondiente investigación interna.
Las personas responsables del sistema de información podrán adoptar las medidas adicionales urgentes, a fin de evitar poner en riesgo el desarrollo de la investigación o que sean precisas para proteger al interesado. Para poder llevar a cabo dichas acciones, las personas responsables del sistema de información se apoyarán en los departamentos o áreas funcionales que correspondan. 
7.3 Investigación interna de la comunicación
La instrucción corresponderá todas aquellas actuaciones encaminadas a comprobar la verosimilitud de los hechos relatados.
Las personas responsables del sistema de información garantizaran que la persona afectada por la información tenga noticia de la misma, así como de los hechos relatados de manera precisa. Adicionalmente se le informará del derecho que tiene a presentar alegaciones por escrito y del tratamiento de sus datos personales. Esta información podrá efectuarse en el trámite de audiencia si se considerara que su aportación con anterioridad pudiera facilitar la ocultación, destrucción o alteración de las pruebas.
En ningún caso, se comunicará a los sujetos afectados la identidad del informante ni se dará acceso a la comunicación. Durante la instrucción se dará noticia de la comunicación precisa de los hechos al investigado. Esta información podrá efectuarse en el trámite de audiencia si se considera que su aportación con anterioridad pudiera facilitar la ocultación, destrucción o alteración de las pruebas.
La instrucción comprenderá, siempre que sea posible, una entrevista con la persona afectada en la que, siempre con absoluto respeto a la presunción de inocencia, se le invitará a exponer su versión de los hechos y a aportar aquellos medios de prueba que considere adecuados y pertinentes.
A fin de garantizar el derecho de defensa de la persona afectada, la misma tendrá acceso al expediente sin revelar información que pudiera identificar a la persona informante, pudiendo ser oída en cualquier momento, y se le advertirá de la posibilidad de comparecer asistida de abogado.
Las personas responsables del sistema de información estarán obligadas a guardar secreto sobre las informaciones que conozcan con ocasión de dicho ejercicio. 
Todas las personas deberán colaborar con las autoridades competentes y estarán obligadas a atender los requerimientos que se les dirijan para aportar documentación, datos, etc que le sean requeridos. 
7.4 Conclusiones y resolución de la investigación 
Concluidas todas las actuaciones, las personas responsables emitirá un informe que contendrá al menos:
a. Una exposición de los hechos relatados junto con el código de identificación de la comunicación y fecha de registro.
b. La clasificación de la comunicación a efectos de conocer su prioridad o no en su tramitación.
c. Las actuaciones realizadas con el fin de comprobar la verosimilitud de los hechos.
d. Las conclusiones alcanzadas en la instrucción y la valoración de las diligencias y de los indicios que las sustentan.
Emitido el informe, las personas responsables del sistema de información adoptaran alguna de las siguientes decisiones:
e. Archivo del expediente, que será notificado al informante y, en su caso, a la persona afectada. 
f. Remisión al Ministerio Fiscal si, pese a no apreciar inicialmente indicios de que los hechos pudieran revestir el carácter de delito, así resultase del curso de la instrucción. Si el delito afectase a los intereses financieros de la Unión Europea, se remitirá a la fiscalía europea.
g. Traslado de todo lo actuado a la autoridad competente. 
h. Adopción de acuerdo de inicio de un procedimiento sancionador.
El plazo para finalizar las actuaciones y dar respuesta al informante, en su caso, no podrá ser superior a tres meses desde la entrada en registro de la información. Cualquiera que sea la decisión, se comunicará al informante a través del código de denuncia de la plataforma Happydonia.

Las decisiones adoptadas por las personas responsables del sistema de información no serán recurribles en vía administrativa ni en vía contencioso administrativa, sin perjuicio del recurso administrativo o contencioso administrativo que pueda interponerse frente a la resolución que ponga fin al procedimiento sancionador.
8. Conservación, custodia y archivo de la información  
En Happydonia se comprometen a proteger la privacidad y confidencialidad de los denunciantes que utilizan el canal de denuncias, cumpliendo con los requisitos establecidos por el Reglamento General de Protección de Datos (RGPD), la Ley Orgánica de Protección de Datos y Garantía de Derechos Digitales (LOPDGDD) y otras leyes de protección de datos aplicables. La política de privacidad de Happydonia describe como recopila, utiliza, almacena y protege la información personal proporcionada a través del canal de denuncias. AL utilizar el canal de denuncias de Happydonia, Gourmet Catering & Espacios acepta los términos y condiciones establecidos en esta política. 
La información personal recopilada por Happydonia se utilizará únicamente con el propósito de gestionar y responder a las denuncias presentadas a través del canal de denuncias.
Las diferentes finalidades con las que Happydonia trata los datos personales y las bases que legitiman el tratamiento son:
a. Cumplimiento legal: 
· Gestionar adecuadamente las solicitudes con derechos de la normativa vigente de protección de datos.
· Comunicar sus datos a autoridades públicas, reguladores u órganos gubernamentales en aquellos supuestos en que es necesario hacerlo por ley, normativa local o en cumplimiento de obligaciones regulatorias.

b. Consentimiento del usuario:
· Informar acerca del estado de la solicitud. En caso de que se recopilen datos personales adicionales más allá de los necesarios para la gestión de la denuncia, se solicitará el consentimiento expreso del informante. 
Happydonia trata las siguientes categorías de datos de manera opcional:
a. Datos de identificación personal, como nombres, dirección de correo electrónico y/o número de teléfono proporcionados voluntariamente por el denunciante en caso de denuncias identificadas.
b. Detalles relacionados con la denuncia, incluyendo la descripción del incidente, fechas, identificación de personas involucradas y cualquier evidencia o documentación proporcionada.
El usuario garantiza que los datos aportados son verdaderos, exactos, completos y actualizados, siendo responsable de cualquier daño o perjuicio, directo o indirecto, que pudiera ocasionarse como consecuencia del incumplimiento de tal obligación.
Gourmet Catering & Espacios podrá comunicar sus datos personales a las siguientes entidades:
a. Empresas del grupo al que Gourmet Catering & Espacios pertenece, con la finalidad de poder atender su denuncia.
b. Administraciones públicas, reguladores u órganos gubernamentales o jurisdiccionales en aquellos supuestos en que es necesario hacerlo por ley, normativa local o en cumplimiento de obligaciones regulatorias.
c. Las fuerzas y cuerpos de seguridad del estado en virtud de lo establecido en la ley.
Happydonia trata los datos, siempre y cuando sean necesarios para la finalidad para los que fueron recogidos y, una vez finalizada la relación que legitima el tratamiento de los datos, estos se almacenarán bloqueados con el único objetivo de realizar la formulación y defensa de reclamaciones y la oportuna cesión a requerimiento de las autoridades, únicamente durante el tiempo establecido legalmente.
De acuerdo con la normativa vigente, Gourmet Catering & Espacios tiene derecho a revocar el consentimiento otorgado, así como a ejercer sus derechos de acceso, rectificación, supresión y oposición.
Gourmet Catering & Espacios podrá presentar una reclamación ante la Agencia Española de Protección de Datos (https://sedeagpd.gob.es), en el supuesto que considere que no se ha atendido convenientemente en el ejercicio de sus derechos. (Ver Anexo I Política de privacidad y protección de datos).
Las personas responsables del sistema de información mantendrán un registro actualizado de todas las comunicaciones recibidas, así como, en su caso, de las investigaciones internas llevadas a cabo y de las medidas adoptadas.
Por lo que se refiere a la información comprendida bajo el registro, la misma se mantendrá actualizada en todo momento e incluirá, al menos, los siguientes datos:
· Fecha de recepción de la comunicación
· Datos del denunciado y del interesado
· Resumen de la naturaleza de la comunicación y de los hechos sobre los que se aprecie un incumplimiento
· Fechas de información al denunciado y al interesado
· Documentación utilizada en la investigación de la comunicación
· Estado de la investigación
Los datos de carácter personal obtenidos en el marco de la investigación interna serán suprimidos cuando dejen de ser necesarios y pertinentes y, en todo caso, en el plazo máximo de 3 meses desde que se registre la comunicación, salvo que la investigación siga en curso.
Los datos personales relativos a las comunicaciones que no entren dentro del alcance del sistema de información, no sean necesarios para el desarrollo de la investigación y/o no sean objeto de investigación, se suprimirán sin demora, con excepción de su puesta a disposición de las administraciones publicas u órganos jurisdiccionales, en caso de que pudieran ser necesarios para la atención de posibles responsabilidades durante los periodos de prescripción correspondientes. Tras ello, se procederá a la supresión física de los datos.
El acceso a los datos personales contenidos en el sistema interno de información quedará limitado, dentro del ámbito de sus competencias y funciones, exclusivamente a:
· Las personas responsables del sistema y a quien lo gestione directamente.
· La directora de RRHH y la persona designada, solo cuando pudiera proceder a la adopción de medidas disciplinarias contra un trabajador.
· La persona responsable del servicio jurídico de la empresa, si procede la adopción de medidas legales en relación a los hechos relatados en la comunicación.
· Las personas encargadas del tratamiento que eventualmente se designen.
· La persona delegada de la protección de datos.
Será licito el tratamiento de los datos por otras personas, o incluso su comunicación a terceros, cuando resulte necesario la adopción de medidas correctoras en la empresa o la tramitación de procedimientos sancionadores o penales que, en su caso, procedan.
En ningún caso, serán objeto de tratamiento de los datos personales que no sean necesarios para el conocimiento e investigación, procediéndose a su inmediata eliminación. 
Los empleados y terceros deberán ser informados acerca del tratamiento de datos personales.
9. Derechos y garantías del informante
El informante tendrá las siguientes garantías:
· Decidir si desea formular la comunicación de forma anónima o no anónima. En este segundo caso, se garantizará la reserva de identidad del informante, de modo que esta no sea revelada a terceras personas.
· Realizar la comunicación verbalmente o por escrito.
· Indicar un domicilio, correo electrónico o lugar seguro donde recibir las notificaciones.
· Renunciar, en su caso, a recibir comunicaciones de las responsables del sistema de comunicación.
· Comparecer ante las responsables del sistema de comunicación por iniciativa propia o cuando sea requerido por esta.
· Conocer el estado de la tramitación de su denuncia y los resultados de la investigación. 

10. Prohibición de represalias   
Se prohíben expresamente los actos constitutivos de represalia, incluidas las amenazas y tentativas de represalia contra las personas que presenten una comunicación.
Se entiende por represalia cualquier acto u omisión que suponga directa o indirectamente un trato desfavorable que sitúe a las personas que las sufren una desventaja con respecto a otra en el contexto laboral o profesional, solo por la condición de informantes o por haber realizado una revelación. 
Se consideran represalias:
· Suspensión del contrato de trabajo, despido o extinción de la relación laboral, incluyendo la no renovación o la terminación anticipada de un contrato de trabajo temporal una vez superado el periodo de prueba, o terminación anticipada o anulación de contratos de bienes o servicios, imposición de cualquier medida disciplinaria, degradación o denegación de ascensos y cualquier otra modificación sustancial de las condiciones de trabajo y la no conversión de un contrato de trabajo temporal en uno indefinido, en caso de que el trabajador tuviera expectativas legitimas de que se le ofrecería un trabajo indefinido.
· Daños, incluidos los de carácter reputacional o pérdidas económicas, coacciones, intimidaciones, acoso u ostracismo.
· Evaluación o referencias negativas respecto al desempeño laboral o profesional.
· Inclusión en listas negras o difusión de información en un determinado ámbito sectorial, que dificulten o impidan el acceso al empleo o la contratación de obras o servicios.
· Denegación o anulación de una licencia o permiso.
· Denegación de formación.
· Discriminación, o trato desfavorable o injusto.
La persona que viera vulnerados sus derechos por causa de su comunicación o revelación una vez transcurrido el plazo de dos años, podrá solicitar la protección de la autoridad competente, que de forma justificada, podrá extender el periodo de protección, previa audiencia de las personas que pudieran verse afectados.
11. Comunicación del procedimiento   
Se informará que el presente procedimiento está disponible para todas las personas, clientes, proveedores, etc. en la web corporativa de Gourmet Catering & Espacios. Asimismo, el procedimiento será objeto de las adecuadas acciones de comunicación, formación y sensibilización para su oportuna comprensión y puesta en práctica.
12. Actualización y revisión del procedimiento   
El procedimiento será revisado y actualizado cuando proceda, y en su defecto cada tres años, con el fin de adaptarlo a los cambios que puedan surgir, garantizando en todo momento su efectiva implantación. Las modificaciones que se realicen serán objeto de publicación.
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